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ABSTRACT 
 

Vehicular communications, referring to information exchange among vehicles, and infrastructures. 
It has attracted a lot of attentions recently due to its great potential to support intelligent 
transportation, various safety applications, and on-road infotainment. The aim of technologies such 
as Vehicle-to-Vehicl (V2V) and Vehicle to-Every-thibg (V2X) Vehicle-to very-thing is to include 
models of connectivity that can be used in various application contexts by vehicles. However, the 
routing reliability of these ever-changing networks needs to be paid special attention. The link 
reliability is defined as the probability that a direct communication link between two vehicles will 
stay continuously available over a specified period. Furthermore, the link reliability value is 
accurately calculated using the location, direction and velocity information of vehicles along the 
road. 
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1. INTRODUCTION  
 
Vehicular communication is a growing field of the 
vehicle-to-vehicle communication that include 
infrastructure of roadside communication [1]. 
Advances continuous in wireless 
communications make it potential to interchange 
information by communicating among vehicles 
and networks in the real time, and this has been 
resulted in technologies aimed at the increasing 
of vehicle safety and contact between 
passengers and Internet [2]. Vehicle connectivity 
standardization initiatives are also under way to 
made vehicular transport safer, and simpler [3]. 
 
Vehicles are expected not to be only safer, but 
also greener and more enjoyable and 
comfortable, with the present of automotive 
technologies though self-driving is defining 
necessity for possible vehicles [4]. in addition, 
(VANETs) Vehicular communication networks 
allow cars to communicate with each other's 
through vehicle to vehicle [5,6]. 
 
(V2V), communication and the network through 
vehicle-to-infrastructure (V2I) communication, 
and to exchange information efficiently and 
effectively through (V2V) and (V2I) 
communications, or generally, vehicle-to-
everything (V2X) communication, as a promising 
technology to serves these standards [7, 8]. 
(VANETs) also can be make a range of useful 
applications simpler such as improving safety 
road, management of traffic, self-driving 
assistance and mobile data services for vehicles 
[9-11]. While efficient and effective vehicle 
communications to meet different criteria in 
specific higher reliability and lower latency also 
are very difficult to provide [12,13]. The dynamic 
nature of (VANET) topologies makes trust 
assessment between the involved vehicles is 
technically challenging and crucial for the 
applications. In large (VANET) environment, and 
vehicles are assumed to have unknown 
confidence relationship with each other [14,15]. 
 
Computer network fields are changing day after 
day and, owing to increased features across 
traditional networks, new approaches such as 
the named data networks (NDNs), SDNs and ad-
hoc vehicle networks (VANETs) become more 
attractive [16,17]. NDN is a new paradigm that 
mitigates the IPv4's technique of addressing the 
constraints [18]. In NDN there is communication 
with content names instead of IP addresses 
between various nodes [19]. On the other side, 
by separating data and control planes, SDN 

gives greater control and managed the network 
effectively [20,21]. VANET Communication 
comprises two components I V2V (vehicle to 
vehicle) (ii) V2I communications (vehicle-to-
infrastructure) [22,23]. In V2V, communication 
among various cars is carried out through the 
vehicles and in V2I via roadside devices (RSU) 
[24,25]. When each vehicle has flooded the 
identical packets, a broadcast storm problem 
arises. The diffusion storm problem can be 
handled with the use of both NDN and SDN in 
VANETs [26,27]. In this article we presented a 
novel approach to mitigating storm diffusion, 
called the Broadcast Storm Avoidance 
Mechanism (BSAM) [28,29]. 
 
Traditional vehicles networks rely on end-to-end 
communication that results in inefficiencies in 
vehicle data transmission [30,31]. In this letter, 
we present Named Data (NDN) to the vehicle 
network in order to utilize the benefits of NDN in 
order to increase the efficiency of vehicle data 
delivery [32,33]. In the vehicle network, however, 
many mobile cars participate in a backbone 
routing process, leading to rapid changes in the 
backbone topology and making it impossible to 
preserve transmission data and to accomplish 
the major benefit to NDN's data delivery 
aggregation [34,35]. As a result, cars often use 
broadcast to provide data, resulting in substantial 
data transmission and delay [36,37]. 
 
As intelligent transport systems developed 
quickly, large quantities of delay-sensitive vehicle 
services emerged and both vehicle network 
architectures and protocols were challenged 
[38,39]. However, present cloud-based 
embedded vehicle networks cannot ensure 
prompt data or service access due to lengthy 
delays in propagation and cloud traffic 
congestion [40]. Meanwhile, the existing 
dispersed network design does not allow the 
administration of scalable networks and makes 
smart data computers unusable [41-43]. 
 
The development of transport systems has 
attracted a great deal of attention from cars to 
cars and vehicles to infrastructure connectivity. 
Efficient routing mechanisms are a significant 
problem for delay intolerant networks like VANET 
[44,45]. In this respect, geo-routing methods give 
the finest services due to their simplicity and lack 
of road finding [46]. While the coordinators are 
best for transferring a packet in most of the 
existing geo-routing protocols, study into the 
technique of selection of coordinators is lacking 
[47,48]. A coordinator is a car that has the 
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highest number of neighbors surrounding it and 
therefore makes it easier to send the package 
[49]. 
 
Vehicle ad-hoc networks (VANETs) are meant to 
ensure traffic safety by enabling vehicles to 
proactively prevent collisions using information 
such as speeds, position and cross-vehicle 
direction [50,51]. However, if not safeguarded, 
assaults targeting these networks might outweigh 
their benefits. Vehicle botnets are a major threat 
to VANETs [52]. In our previous work, we have 
numerous assaults by vehicles botnet that may 
damage the security and privacy of VANETs 
[53,54]. 
 
Vehicle networks provide new potential for 
developing novel and sophisticated solutions for 
dependable vehicle communication [55,56]. A 
large density of cars on the road is required for 
efficient information distribution in vehicle 
networks [57,58]. Information transmission is a 
particularly essential issue as vehicle networks 
typically do not have continuous connectivity 
from end to end, characterized by substantial 
node density fluctuations [59]. Connectivity 
between vehicles and vehicles (V2V) and 
infrastructure becomes harder to maintain when 
the vehicle density is low [60,61]. 
 

The design and use of series and various types 
of network deployments is feasible in many 
contexts via advances to hardware, software and 
computer technologies [62,63]. The vehicle ad 
hoc networks are one example of these networks 
that are deeply concerned with research and 
industry (VANETs) [64,65]. Information 
distribution is now accomplished by routing in 
real communication networks. Nevertheless, 
network coding may be seen as the optimistic 
generalization of routing that has the ability to 
change network conditions [66,67]. Although 
several investigations of the application of 
network coding to broadcast communications in 
mobile ad-hoc networks have been carried out, 
there are few radio broadcast protocols for 
network coding applicable to VANETs [68,69].  
 

The main aim of the analysis conducted in this 
study is to display that implementation of this 
clever transport engineering systems lead to 
genuine road safety advantages. The 
development of technical solutions aimed at 
improving safety road is most important area of 
focus in vehicle industry today. 
 

The remainder of the paper as follows is 
organized; in Section 2, the vehicle network, 

protocols, architectures, applications and 
characteristics are explained. In section 3 focus 
on reliable vehicular communication that 
presenting the REMD and Reliability cross-layer 
approach between network layer and transport 
layer. 
 

2. VEHICULAR NETWORK 
 
In order to avoid accidents and improve road 
safety, the production of (VANETs) is needs to 
spread road safety information between vehicles 
[70]. All data have been collected from sensors 
on vehicle can being, according on certain 
requirements, that displayed to driver and 
transmitted to a roadside unit RSU or were 
transmitted to neighboring vehicle [9,10,71]. In 
addition, to road safety several many 
applications are propose for vehicle networks 
such as car to-home communications, 
Distribution of tourism and travel information, 
Multi-media game applications and Internet 
connectivity [72]. Fig 1 represents an illustrative 
example of Vehicular Networking. 
 

2.1 Vehicular Networking Architectures 
 
Vehicles communicate with (VANET) by wireless 
connections that are installed on each vehicle 
node [73]. The nodes communication to the other 
intermediate nodes which put in its own 
transmission extent, each node within (VANET) 
function as both router and network's participant 
[74]. According to their self-organizing nature, 
(VANETs) have not set architecture [75]. 
(VANETs') architecture divided into three types:  
 
a- Pure wireless local area cellular networks. 
b- Pure ad- hoc networks.  
c- Network hybrids. 
 
2.1.1 Pure wireless local area cellular 

networks 
 
vehicular nodes access to the Internet by the 
cellular gateways and wireless local area 
networks access points. Also, by providing data 
on traffic management and traffic congestion it 
supports vehicular nodes. Infotainment services 
as data uploading, the latest news parking 
information or advertisement are also offered 
[76]. Owing to large cost of cells tower, the 
wireless access points and geographical 
constraints, the implementation of some forms of 
architecture are very difficult [77]. The cellular 
wireless local area network is shown in                   
Fig 2. 
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Fig. 1. Vehicular networking [72] 
 

 
 

Fig. 2. Pure wireless local area cellular networks [77] 
 

2.1.2 Pure ad-hoc networks 
 
Communication between nearby vehicles and 
vehicles is given. It's also called an (ad-hoc inter-
vehicle network). Without considering any fixed 
infrastructure this type of disseminates road-
related information and architecture collects. 
Vehicle is free to travel on route, and the high 
mobility of vehicles creates rapid changes in 
topology of the networks. The rapid modifications 
in the topology generate fragment in the 
networks. Because the high mobility of vehicular 
nodes the frequent partitions of the network 
render routing the data more difficult in pure ad-
hoc mode. The value of pure ad-hoc is                       

mode that overcomes the expense of                          
the base station deployment. The pure ad- hoc 
networks architecture is show in                               
Fig (3). 
 
2.1.3 Network hybrids 
 
It consists of domain and an ad-hoc domain for 
infrastructure. Connection between (V2V) 
vehicles and vehicles also between (V2I) 
vehicles and infrastructures is given. This type of 
architecture is useful in enhanced versatility and 
provides richer content in sharing              
content [75,79,80], the hybrid architecture is 
show in Fig. 4. 
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Fig. 3. Pure ad-hoc networks [78]. 
 

 
 

Fig. 4. Hybrid architecture [75] 
 
The biometric information is stored in a database 
after extracting the important features in return, 
when the identity of the person is verified, the 
same methods are used to extract the features 
and compare the result with those stored in the 
database in the event that the extracted 
characteristics match a certain percentage, and 
the system makes an authorized or unauthorized 
decision. [81]. The necessary steps of any typical 
authentication biometric system comprise four 
steps Fig 1. 

Acquisition: Biometric sensor hardware is the 
core component of this device, collecting 
biometric data from individuals. There are 
camera sensors to take pictures of a person's 
face and iris image, scanner to extract fingerprint 
samples [82,83]. 
 
Feature extraction: The extracted biometric 
information is then stripped of all obsolete or 
corresponding data and isolated useful 
characteristics [84-86]. 
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Matching component: In this stage, the unknown 
features are evaluated against the stored 
database results. The result represents the 
degree of similarity between a pair of biometric 
data using the same features [87,88]. 
 
Decision module: Here function vectors from an 
unknown topic are matched against data in a 
database. The matches are then placed into a 
matrix as scores representing the degree of 
relation between the unknown data and the 
stored reference data. For the same subjects 
with both positive and negative data, you need 
high and low scores and different issues and 
have other final scores [87, 89]. 
 

2.3 Characteristics of Vehicular Networks 
 
(V2V) communications are essentially carried out 
in vehicle networks by applying principles of the 
mobile ad-hoc networks MANETs, for example, 
wireless communication is spontaneously 
developed for data exchange. In addition, to 
some related characteristics to MANETs [90,91]. 
The vehicular network has been their own 
specific characters because their mobile nodes, 
as management and self- organization, short to 
the moderate transmission range. Omni-
directional transmission and low band width. 
These characteristics can be divided into 
detrimental and beneficial ones, depending on 
whether they are useful for the exchange of 
knowledge or not. 
 
 Characteristics of detrimental: These 

characteristics affect obstacles and threats 
to vehicular network including the high 
mobility, dynamic communication 
environments and strict delay constraints.  

 High Mobility: Speed of high vehicle 
movement also leads to often interrupted 
wireless contact the link and then 
decreases amount of effective time 
between vehicles for communication. In 
addition, is also causes topology of 
networks to changes dynamically and 
furthermore adds challenges to exchange 
of information between vehicular. 

 Stringent Delay Constraints: Some vehicle 
networks systems, as some infotainment 
applications and security applications 
enable the sharing of information to be 
performed successfully within a specific 
time period in order to prevent accidents of 
traffic and to ensure quality of infotainment 
services, so the delay referred to the 
maximum retard from the source to 

destination, and not the typical vehicle 
network delay [91,92]. 

 

2.4 Vehicular Networks Applications 
 
Networks of communication are traditionally 
originated for information exchange and support 
for wide range of cooperative application for 
moving vehicles that can be divided into non-
safety application and safety application.  
 
2.4.1 Safety application 
 
A safety resources can be provided by 
exchanging safety-related information, traffic 
incidents can be dramatically reduced, and the 
lives, health, and properties of passengers can 
protect effectively. Once safety related 
information has been obtained from others 
vehicles, and drivers could be taking measures in 
the advanced to develop driving safety and to be 
aware of unexpected hazardous circumstances 
in order to avoid traffic accidents [93]. Vehicle 
travel state information like real-time location, 
direction and speed is one type of the safety 
related information, and this type of information is 
critical not only for assisting automated driving 
systems or drivers in passing and avoiding 
collisions and changing lanes but is also for 
maintenance of the string stability of 
platoons/convoys by cooperative driving between 
AVs [94]. Another type of safety information such 
as traffic situation warning, emergency vehicle 
alert and rear-end collision caution is case driven 
safety data. In order to help others vehicles, gain 
real-time knowledge of situations and identify 
potential hazards, event driven safety information 
created by some vehicles participating in 
detection a dangerous status as emergency 
brake and sudden lane changes, must be 
exchanged. Sharing collaborative collision and 
rear-end clashing caution information between 
vehicles as shown in Fig 5, can be help prevent 
accidents in several scenarios [91,95]. 
 
2.4.2 Non-safety applications 
 
Value-added services, such as traffic 
management and infotainment assistance, can 
be offered to improve commuters' comfort by 
exchanging information between moving 
vehicles. Many traffic management applications 
are designed to reduce traffic congestion, similar 
to some safety applications, in order to develop 
traffic flow and to save for commuters travel time. 
Traffic management applications may, for 
example, be implemented by exchanging 
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information on traffic monitoring and road 
situations between moving vehicles to assist 
drivers in redirecting to their destinations and to 
improve the efficiency of traffic light schedules, 
thereby reducing traffic jams[80, 96]. 
Infotainment-support applications, unlike traffic 
control, focus primarily on offering location-based 
services and amusement means for travelers. 
Infotainment-support applications, for example, 
may provide location information for moving cars, 
such as fuel stations, parking, restaurants and 
hotels, when related services are needed by 
drivers or passengers [96,97]. In addition, 
infotainment-support applications can also 
provide moving vehicles with Internet 
connectivity for downloading multimedia 
entertainment information [96]. The 
implementation of non-safety and safety 
applications has their own problems, considering 
the advantages of the above applications. All 
usable spectrum resources could be used for 
each of safety or non-safety purposes in a 
vehicle network with any communication 
technologies. Relevant information is of high 
importance for safety applications in terms of 
transmission delay and reliability, so that drivers 
can receive it and take effective action on time 
[96, 97]. Moreover, meeting these criteria is often 
very challenging because changeable network 
density, high mobility, and unsettled topology in 
the vehicular networks [79,92,96,98,99]. Safety 
applications have given higher primacy than non-
safety applications for these reasons. Many Non-
safety applications have not strict real time 
specifications, unlike safety applications. 
However, it’s necessary to develop the service 
quality of non-safety applications and especially 
for some infotainment applications [96] [26], in 
order to decrease the delay and packet absence 
for Non-safety information without affecting 
safety application. 
 

2.5 Vehicular Networking Protocols 
 
(DSRC) Dedicated short range communications 
based on the IEEE 802.12p standard and cellular 
communications with 3Gpp LTE are the most 
common emerging wireless access protocol 
candidates for vehicular communications. 
 
(DSRC) it depends on the wireless two-way 
device operating within licensed spectrum band 
of (5.9GHz). In the USA, the spectrum (75MHz) 
was reserved by the Federal Communication 
Commission, while in Europe, (ETSI) allocated 
30MHz in the same category. The major physical 
and (MAC) layers are depends on the (IEEE 

802.11p) standard in both USA and Europe. In 
Europe, ITS G5 has been introduced within the 
(ETSI, and ITS-G5A) specified to security related 
applications andthe ITS-G5B dedicated to Non-
safety application [100,101]. The implementation 
in the USA. On the other hand, meets (IEEE 
WAVE) standard [102]. The major comparison 
between 2 implementation which are the upper 
layer and networks in particular as show in Fig 6. 
The dual stack architecture is confirmed by both 
implementations separating traffic into generic 
IPbased applications and ITS-specific 
applications. A latter is supported over an IPv6 
network via TCP/UDP or another transport 
protocol. These are non-security applications and 
are taken into the European stack by (ITS G5 B) 
or (UMTS. IPv6) can be converted to 
GeoNetworking layer and GeoAddress can be 
used. The (ETSI) has suggested (BTP) (BTP) 
basic transport protocol and (UDP) such as 
transport protocol that runs on the top of Geo-
Networking layer for ITS-specific applications. 
The different packet forwarding methods 
(geocast, unicast and broadcast) based on the 
regional routing is supported by GeoNetworking. 
On the other hand, the Wave Short Messages 
Protocol (WSMP) was proposed as the major 
networks layer for ITS-specific traffic by IEEE 
WAVE architecture. The (WSMP) based solely 
on the single-hop broadcasting unlike ETSI 
GeoNetworking, so no routing protocol used as 
no forwarding application has built in the WAVE 
architecture [100]. 
 
2.5.1 Dedicated short range communication 

in vehicular environment 
 
For benchmarking and for the comparison with 
optimized protocol proposals have been carried 
out several performance tests of DSRC 
networks. The network in expressway and 
civilian scenarios with respects to the delay and 
ratio of packet delivery. Both vehicles 
broadcasting single hop packet of the same form 
such as CAMs and with size (300) byte on daily 
basis with frequency of 10Hz. For the 
assessments the following Poisson entry, they 
supposed density of vehicle is (1400) and (1800 
veh/h/lane) by 3 lanes- direction and vehicles 
traveling in highway scenarios with speeds 
ranging from 60-120km/h9. In urban scenarios, 
following a Poisson entry, the density of vehicle 
is (900 veh/h/lane) again with 2 lanes-directions. 
Vehicles drive at speeds of 50-60 km/h in 
(Manhattan Grid Road Topology). In both 
scenarios the path loss model takes into account 
the shadowing effects and large scale, with the 



urban scenarios building block line of the sight 
communications. The state evaluation of the art 
work such as Mir [103] and Wu et al. 
are consistent with finding of the baseline in 
(figure 3). In general, in most situations (DSRC) 
can meets the rigorous latency constraints for 
effective protection, but the percentage of packet 
received through delay limits increase as vehicle 
speed and vehicle density increase. For DSRC 
networks, as the transport frequency and the 
number of vehicles increases, the delay 
increases. However, with the load rise of 
network, denser networks as the higher 
transportation rates results in the higher end
delay. If the speed of vehicle increases the end
end delay increased. As a consequence of 
greater neighborhood densities and since they 
need to use channel more oftentimes for the 
 

 
Fig. 5. Example on sharing event driven safety information 

 

 
Fig. 6. Protocol stack of DSRC in USA (right) and Europe (left) 
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can meets the rigorous latency constraints for 

entage of packet 
received through delay limits increase as vehicle 
speed and vehicle density increase. For DSRC 
networks, as the transport frequency and the 
number of vehicles increases, the delay 
increases. However, with the load rise of 

etworks as the higher 
transportation rates results in the higher end-end 
delay. If the speed of vehicle increases the end-
end delay increased. As a consequence of 
greater neighborhood densities and since they 
need to use channel more oftentimes for the 

higher transmission rates, and vehicles spends 
more times contending for general channel.
 
Only the (single-hop broadcasting scenarios) 
promote safety and the traffic efficiency 
application have been protected by the previous 
review. Unicast multi-hop communications are 
necessary for cloud-based applications and 
infotainment. (DSRC) cannot be fulfill data rate 
requirement high through putting the infotainment 
applications as (4K TV). by default, (IEEE 
802.11p's) high data rate of 27Mbps 
configuration can only be accomplished with 
good channel efficiency. Only this situation is 
accomplished with static node and line of sight 
communications, whereas for highly mobile 
situations, lower rates (6
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Fig. 6. Protocol stack of DSRC in USA (right) and Europe (left) [102]
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that are more stable are chosen. Furthermore, 
connectivity to RSUs and from there to the 
internet is sporadic, depending on vehicle speed, 
with average time of a few seconds. Handing
between RSUs in the new access point
causes major delays in address re
and authentication. The Ultra-low future latency 
visibly cloud based real-time control system in 
the current DSRC system cannot be reached.
 

3. RELIABLE VEHICULAR C
ATION 

 
A reliable protocol is a communication protocol 
that notifies the sender whether it has been 
effective in transmitting data to intended 
recipients or not. Reliability is a synonym for 
assurance. Usually, reliable protocols are more 
overhead than unreliable protocols, and thus 
perform slower and less scalable. To guarantee 
high transmission reliability and minimum latency 
requirements of critical road safety messages in 
vehicular networks. There are many ways to 
achieve the reliability that we will describe in this 
chapter. 
 

3.1 Link Reliability 
 
Because the high relative velocity of vehicle, the 
discovery of stable path in VANETs is a complex 
activity. Most parameters such as mobility 
patterns and vehicle traffic distributions, influence 
routing performance. Comprehension of the 
mobility model and traffic characteristics is 
important for an effective vehicle reliability model. 
Two wide techniques have been used in 
transport to describe dissemination of the traffic 
flows of vehicles, as macroscopic and 
microscopic [105]. The technique of macroscopic 
defines with regard to macroscopic quantities, 
the physical flow of the traffic in given road 
section, as relative velocity, traffic flow and 
density. The cluster of vehicles are described as 
shown in Eq. (1). 

 
 N= _Vi, Vj , Vk, .........Vn   

 

In the highly complex environment with better 
QoS-based efficient routes in term of the 
reliability, latency, energy usage and throughput. 
CRLLR aims to find optimal route, while 
satisfying the latency constraints. We used the 
relative velocity coordinates of the vehicles in 
order to calculate the relation reliability. Suppose 
velocity of vehicles follows the usual distribution 
N (μ, σ2) and Tzis the continuous availability of a 
specific connection l (Vi, Vj) for each two vehicles
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. The technique of macroscopic 
defines with regard to macroscopic quantities, 
the physical flow of the traffic in given road 
section, as relative velocity, traffic flow and 
density. The cluster of vehicles are described as 

     (1) 

In the highly complex environment with better 
based efficient routes in term of the 

reliability, latency, energy usage and throughput. 
CRLLR aims to find optimal route, while 
satisfying the latency constraints. We used the 

lative velocity coordinates of the vehicles in 
order to calculate the relation reliability. Suppose 
velocity of vehicles follows the usual distribution 
N (μ, σ2) and Tzis the continuous availability of a 
specific connection l (Vi, Vj) for each two vehicles 

with time, the value of link reliability (rt (I)) for link 
is determine [106] as shown in Eq. (2).
 

                      
 

The f (T) show (Pdf) probability density function 
of the communications time period (T) calculates 
as shown in Eq. (3). 

 

 
Where the μ_vij= |μvij1−μvij2| and σ2_vij= 
σ2vi+σ2vj represent the means and variance of 
the relative velocity _vij among communicating 
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wireless communication range it calculated as 
shown in Eq. (4). 
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Cross- vehicle Vi, ϑ =1, and θ =1when vehicle Vi 
runs forward against vehicle Vj, θ = 
when vehicle (Vi & Vj) is moving toward each 
other. For the all specific route K(sr, ds
destinations ds and source sr, shows the number 
of link as n :l1= ( sr, V1), l2= (V1, V2).......... ln =
(Vn, ds). For each link ln (n =1, 2, 3, ....n), de
note by rt (li) value of their link reliability as 
calculated using [9]. 
 

3.2 Route Reliability 
 

Reliability of the multi-path route for any route (K) 
is represented with R (K (sr, ds)) is defined as 
shown in Eq. (5). 
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of relate reliability of links that make up this 
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communications throughout the urban vehicle 
network. REMD's key concept to ensure 
broadcasting reliability (for example, rth =99 
percent) [98, 99], each hop with conducting 
optimum number of repetitions of the broadcast. 
Essentially, with the high precision, REMD 
calculates the receptions efficiency of the 
wireless link in the transmission range. Then, to 
determine an optimum number of the messages 
repetition and to pick multiple forwarders and its 
locations on any hop, this information is used. To 
improve the achievement of high reliability, the 
forwarders of any hop conduct cooperative 
contact. 
 
The solution to existing reliability problems is 
given by REMD. More precisely, REMD enables 
the link reception quality to be estimated or 
predicted with high accuracy, and then uses this 
knowledge to guarantee: 
 
802.11p- based broadcast one hop reliability: 
by conducting optimal number of repetitions 
emergency messages, to combat secret terminal 
problems, repetition pattern is counted according 
to (UPOC) Uni-polar orthogonal codes. 
 
Reliability of multi-hop: by the selecting 
carefully multiple forwarders and its position each 
single-hop, and by the using cooperating 
communications mechanism which enable 
forwarders to retransmit optimum number of 
times, the emergency message with goal of 
ensuring the high retransmission reliability [98]. 
 

3.4 Components of Reliable Emergency 
Message Dissemination 

 
The aim of REMD is to determine the optimum 
numbers of repetitions of messages and 
forwarder along its position, and it consist of 
initialization steps known as (IN) and five main 
stages: 
a- (DC) Data Collection.  
b- (LSP) Local State Processes. 
c- (BR) Broadcast Reliability guarantee.  
d- (FS) Forwarders Selection.  
e- (C- Reliability) Cooperative one-hop reliability 
guarantee.  
  
The (IN) is carried out once to given each zone 
zero-correlated uni-polar orthogonal code. The 
(LSP) & (DC) are continuously runs, while (FS), 
(BR), and (C-reliability) only running when there 
is incident that needs messages to transmitted to 
the vehicles in the target place. It is an important 
to remember that of safety application that relies 

at one- hop message transmission, REMD is 
also applicable. The (FS) and (C-reliability) 
phases are neglected in that context. 
 
a- (DC) Data Collection; is carried out by the 
uniform vehicles and its more precisely, the 
uniform vehicle record the state details of that 
vehicle, e.g. (average signal power attenuation 
and packet collision rate), and then it includes in 
their periodic beacons this detail. The purpose of 
this process is to providing information to the 
coordinator about condition of the wireless 
channel in their successfully zone. 
 
b- (LSP) Local State Processing; is performed by 
the coordinator with process beacons obtain from 
adjacent vehicle to predict or estimate the 
receptions quality of (802.11p) wireless 
communication of vehicles in any area, and this 
information then used in the next (CP). 
 
c- (BR) Broadcast Reliability; is done at the 
forwarders and source. The source or forwarder 
calculates optimum numbers of broadcast 
repetition using recent obtained CPs that meet 
reliability criteria in thier transmission range. 
 
d- (FS) Forwarder selection; is performed at the 
particular forwarders and source. The forwarders 
or source select several forwarder nodes and its 
locations in their transmission range using 
recently obtained CPs. 
 
e- Cooperative one-hop reliability guarantee (C-
reliability); the same hop forwarders perform 
distributed C-reliability and organize the 
collection of the next- hop relays. Precisely, the 
forwarder carries out cooperative cooperation to 
send or repeat the appropriate number of times 
emergency message, with a goal of ensuring 
high reliability in the next Hop [98]. 
 

3.5 Reliability and Cross-layer Approach 
between network Layer and Transport 

 
Due to the wireless nature of the VANET 
environment, vehicle-to- vehicle or (inter-vehicle) 
communication networks are connected to the 
problems of the incessant networks route 
breakup led to the erroneous messages' 
transmission. The challenges of the reliability in 
vehicular communication networks emerges from 
this issue. In order to achieve efficient 
transmission of the packet in wireless 
communication with regarding to vehicular 
communications network, and many errors 
recovery strategies were implemented and



Table 1. 

 
suggested over years. In vehicular 
communication, standard strategies such as 
(ARQ) Automatic repeat re-Quest 
(FEC) Forward error correct ion [108]
yet been able to achieve the desired result in the 
vehicular communication yet. In poin
uni-cast communications, ARQ can only be used 
to guarantee reliability. Each vehicle produces 
pack et regularly and automatically in face of 
emergencies and broadcasts to others vehicles 
unlike (FEC) that deal with the readily awaiting 
packet stream. Therefore, in the design and 
implementation of VANET, the problem of 
broadcasting communication reliability remains 
open research challenges. Accordingly, 
successful and competent loss packet recovery 
schemes are need for the secure and efficient 
vehicle communication network to be achieved 
on the top of inherently unreliable wireless 
network. In vehicular communication networks, 
the design of cross layer (MAC) medium access 
control which extends across the networks 
routing layer and transmission laye
time services and multi-media application of the 
immense advantage. 
 
4. ASSESSMENT AND RECOM

DATIONS 
 
There are some points in (VANET) that still and 
needs to attention, so the most important 
recommendations are: 
 

1) A new standalone algorithm must be 
proposed to provide modest and stable 
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Table 1. The advantages and drawbacks 
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network. In vehicular communication networks, 
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routing layer and transmission layer to help real 

media application of the 

ASSESSMENT AND RECOMMEN- 

There are some points in (VANET) that still and 
needs to attention, so the most important 

thm must be 
proposed to provide modest and stable 

(VANET) models that can resist any 
vehicular scenarios. 

2) Another important aspect is security 
which must be consider, also 
authentication services and privacy 
should be provide to overcome malicious 
attack from outsider. 

3) Making of effect decision mechanisms 
without participation of driver must be 
develop to rule of other functional 
impediment in real–time system.
 

From the review of this paper, the advantages 
and drawbacks can be assessed through 
summarized in Table 1. 
 
5. CONCLUSION 
 
In conclusion, these sense public or private 
partnerships will have to be provided by all 
national governments which will allows them to 
find necessary fund to modernize the entire
networks. The proper management and design 
communication networks is to essential steps in 
delivery of the most important critical number of 
applications. This purpose would be a critical 
step in making this system robust and reliable. 
The time-line can be still more practically for 
algorithms, computational formulations, 
optimization models, and probabilistic 
approaches, and it is important to establish 
appropriate (its) models. 
 
There is an increasing trend towards cooperation 
between vehicles and all forms of equipment in 
transport sector, in the main areas of interest in 
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vehicle today industry. The requirements are 
necessary for realization of the effective 
technology cooperation at service of road safety, 
beginning with technologies applied to today's 
vehicles and that can theoretically function 
independently. (v2v), (v2i), and (v2x) 
communications are certainly play an important 
role among the models helpful for this purpose. 

 
COMPETING INTERESTS 
 
Authors have declared that no competing 
interests exist. 

 

REFERENCES 
 
1. Hasan BMS, Ameen SY, Hasan OMS. 

"Image Authentication Based on 
Watermarking Approach," Asian Journal of 
Research in Computer Science. 2021;34-
51. 

2. Haji SH, Ameen SY. "Attack and Anomaly 
Detection in IoT Networks using Machine 
Learning Techniques: A Review," Asian 
Journal of Research in Computer Science. 
2021;30-46. 

3. Izadeen GY, Ameen SY. "Smart Android 
Graphical Password Strategy: A Review," 
Asian Journal of Research in Computer 
Science. 2021;59-69. 

4. Haji SH, Zeebaree SR, Saeed RH, Ameen 
SY, Shukur HM, Omar N, et al., 
"Comparison of Software Defined 
Networking with Traditional Networking," 
Asian Journal of Research in Computer 
Science. 2021;1-18. 

5. Hassan RJ, Zeebaree SR, Ameen SY, Kak 
SF, Sadeeq MA, Ageed ZS, et al. "State of 
art survey for iot effects on smart city 
technology: challenges, opportunities, and 
solutions," Asian Journal of Research in 
Computer Science. 2021;32-48. 

6. Sallow A, Zeebaree S, Zebari R, Mahmood 
M, Abdulrazzaq M, Sadeeq M. "Vaccine 
tracker," SMS reminder system: Design 
and implementation; 2020. 

7. Yasin HM, Zeebaree SR, Sadeeq MA, 
Ameen SY, Ibrahim IM, Zebari RR, et al. 
"IoT and ICT based Smart Water 
Management, Monitoring and Controlling 
System: A Review," Asian Journal of 
Research in Computer Science. 2021;42-
56. 

8. Sadeeq MA, Zeebaree SR, Qashi R, 
Ahmed SH, Jacksi K. "Internet of Things 
security: A survey," in International 

Conference on Advanced Science and 
Engineering (ICOASE). 2018;162-166. 

9. Nan Cheng, Feng Lyu, Jiayin Chen, 
Wenchao Xu, Haibo Zhou, Shan Zhang, 
Xuemin Shen. Big Data Driven Vehicular 
Networks. IEEE Network. 2018;32. 

10. Saif Al-Sultan, Moath M. Al-Doori, Ali H.Al-
Bayatti, Hussien Zedan. A comprehensive 
survey on vehicular Ad Hoc network. 
Journal of Network and Computer 
Applications. 2014;37:380-392,  

11. Ning Lu, Nan Cheng, Ning Zhang, Xuemin 
Shen, Jon W. Mark. Connected Vehicles: 
Solutions and Challenges. IEEE, Internet 
of Things Journal. 2014;1:289-299. 

12. Abdullah SMSA, Ameen SYA, Sadeeq MA, 
Zeebaree S. "Multimodal emotion 
recognition using deep learning," Journal 
of Applied Science and Technology 
Trends. 2021;2:52-58. 

13. Abdulazeez AM, Zeebaree SR, Sadeeq 
MA. "Design and Implementation of 
Electronic Student Affairs System," 
Academic Journal of Nawroz University. 
2018;7:66-73. 

14. Pailom C, Younis M. "Efficient framework 
for secure VANET membership 
management," International Journal of 
Vehicle Information and Communication 
Systems. 2017;3:173–203.  

15. Aziz ZAA, Ameen SYA. "Air pollution 
monitoring using wireless sensor 
Networks," Journal of Information 
Technology and Informatics. 2021;1:20-25. 

16. Yazdeen AA, Zeebaree SR, Sadeeq MM, 
Kak SF, Ahmed OM, Zebari RR. "FPGA 
implementations for data encryption and 
decryption via concurrent and parallel 
computation: A review," Qubahan 
Academic Journal. 2021;1:8-16. 

17. Farhan FY, Ameen SY. "Improved hybrid 
variable and fixed step size least mean 
square adaptive filter algorithm with 
application to time varying system 
identification," in 2015 10th System of 
Systems Engineering Conference (SoSE). 
2015;94-98. 

18. Ageed ZS, Zeebaree SR, Sadeeq MM, 
Kak SF, Yahia HS, Mahmood MR. et al., 
"Comprehensive survey of big data mining 
approaches in cloud systems," Qubahan 
Academic Journal. 2021;1:29-38. 

19. Kareem FQ, Zeebaree SR, Dino HI, 
Sadeeq MA, Rashid ZN, Hasan DA, et al. 
"A survey of optical fiber communications: 
challenges and processing time 



 
 
 
 

Ismael et al.; AJRCOS, 10(2): 33-49, 2021; Article no.AJRCOS.70310 
 
 

 
45 

 

influences," Asian Journal of Research in 
Computer Science. 2021;48-58. 

20. Abdulrahman LM, Zeebaree SR, Kak SF, 
Sadeeq MA, Adel AZ, Salim BW, et al. "A 
state of art for smart gateways issues and 
modification," Asian Journal of Research in 
Computer Science. 2021;1-13. 

21. Othman A, Ameen SY,  Al-Rizzo H. "A new 
channel quality indicator mapping scheme 
for high mobility applications in LTE 
systems," Journal of Modeling and 
Simulation of Antennas and Propagation. 
2015;1:38-43. 

22. Salih AA, Ameen SY, Zeebaree SR, 
Sadeeq MA, Kak SF, Omar N, et al. "Deep 
Learning Approaches for Intrusion 
Detection," Asian Journal of Research in 
Computer Science. 2021;50-64. 

23. Taher KI, Saeed RH, Ibrahim RK, Rashid 
ZN, Haji LM, Omar N, et al. "Efficiency of 
Semantic Web Implementation on Cloud 
Computing: A Review," Qubahan 
Academic Journal. 2021;1:1-9.  

24. Malallah H, Zeebaree SR, Zebari RR, 
Sadeeq MA, Ageed ZS, Ibrahim IM, et al. 
"A Comprehensive Study of Kernel (Issues 
and Concepts) in Different Operating 
Systems," Asian Journal of Research in 
Computer Science. 2021;16-31. 

25. Othman A, Othman SY, Al-Omary A, Al-
Rizzo H. "Comparative Performanceof 
Subcarrier Schedulers in Uplink LTE-A 
under High Users' Mobility," International 
Journal of Computing and Digital Systems. 
2015;4. 

26. Ibrahim IM. "Task scheduling algorithms in 
cloud computing: A review," Turkish 
Journal of Computer and Mathematics 
Education (TURCOMAT). 2021;12:1041-
1053. 

27. Othman A, Ameen SY, Al-Rizzo H. "An 
Energy-Efficient MIMO-Based 4G LTE-A 
Adaptive Modulation and Coding Scheme 
for High Mobility Scenarios," International 
Journal of Computing and Network 
Technology. 2015;3. 

28. Omer MA, Zeebaree SR, Sadeeq MA, 
Salim BW, Mohsin SX, Rashid ZN, et al., 
"Efficiency of malware detection in android 
system: A survey," Asian Journal of 
Research in Computer Science. 2021;59-
69. 

29. Ameen SY. "Advanced Encryption 
Standard (AES) Enhancement Using 
Artificial Neural Networks," Int J of 
Scientific & Engineering Research. 2014;5. 

30. Rashid ZN, Zeebaree SR, Sengur A. 
"Novel Remote Parallel Processing Code-
Breaker System via Cloud Computing; 
2014. 

31. Ameen SY, Nourildean SW. "Firewall and 
VPN investigation on cloud computing 
performance," International Journal of 
Computer Science and Engineering 
Survey. 2014;5:15. 

32. Rashid ZN, Zeebaree SR, Shengul A. 
"Design and analysis of proposed remote 
controlling distributed parallel computing 
system over the cloud," in 2019 
International Conference on Advanced 
Science and Engineering (ICOASE). 
2019;118-123. 

33. Al-Khayat ON, Ameen SY, Abdallah MN. 
"WSNs Power Consumption Reduction 
using Clustering and Multiple Access 
Techniques," International Journal of 
Computer Applications. 2014;87. 

34. Rashid ZN, Zebari SR, Sharif KH, Jacksi 
K. "Distributed cloud computing and 
distributed parallel computing: A review," in 
2018 International Conference on 
Advanced Science and Engineering 
(ICOASE). 2018;167-172. 

35. Ameen SY, Yousif MK. "Decode and 
forward cooperative protocol enhancement 
using interference cancellation," Int. J. 
Elect, Comput, Electron. Commun. Eng. 
2014;8:273-277. 

36. Zebari IM, Zeebaree SR, Yasin HM. "Real 
Time Video Streaming From Multi-Source 
Using Client-Server for Video Distribution," 
in 2019 4th Scientific International 
Conference Najaf (SICN). 2019;109-114. 

37. Ameen SY, Nourildean SW. "Coordinator 
and router investigation in IEEE802. 15.14 
ZigBee wireless sensor network," in 2013 
International Conference on Electrical 
Communication, Computer, Power, and 
Control Engineering (ICECCPCE). 
2013;130-134. 

38. Rashid ZN, Sharif KH, Zeebaree S. 
"Client/Servers Clustering Effects on CPU 
Execution-Time, CPU Usage and CPU Idle 
Depending on Activities of Parallel-
Processing-Technique Operations," Int. J. 
Sci. Technol. Res. 2018;7:106-111. 

39. Elzanati WM, Ameen SY. Cost effective 
air-conditioning for bahrain domestic 
applications," in 2013 7th IEEE GCC 
Conference and Exhibition (GCC). 
2013;535-540. 

40. Al Janaby AO, Al-Omary A, Ameen SY, Al-
Rizzo H. "Tracking and Controlling High-



 
 
 
 

Ismael et al.; AJRCOS, 10(2): 33-49, 2021; Article no.AJRCOS.70310 
 
 

 
46 

 

Speed Vehicles Via CQI in LTE-A 
Systems," International Journal of 
Computing and Digital Systems. 
2020;9:1109-1119. 

41. Zeebaree S, Yasin HM. "Arduino based 
remote controlling for home: power saving, 
security and protection," International 
Journal of Scientific & Engineering 
Research. 2014;5:266-272. 

42. Ameen SY, Al-Badrany MR. "Optimal 
image steganography content destruction 
techniques," in International Conference on 
Systems, Control, Signal Processing and 
Informatics. 2013;453-457. 

43. Sallow AB, Sadeeq M, Zebari RR, 
Abdulrazzaq MB, Mahmood MR, Shukur 
HM, et al. "An Investigation for Mobile 
Malware Behavioral and Detection 
Techniques Based on Android Platform," 
IOSR Journal of Computer Engineering 
(IOSR-JCE). 2013;22:14-20. 

44. Zeebaree S, Ameen S, Sadeeq M. "Social 
media networks security threats, risks and 
recommendation: A case study in the 
kurdistan region," International Journal of 
Innovation, Creativity and Change. 
2020;13:349-365. 

45. Jijo BT, Zeebaree SR, Zebari RR, Sadeeq 
MA, Sallow AB, Mohsin S, et al. "A 
comprehensive survey of 5G mm-wave 
technology design challenges," Asian 
Journal of Research in Computer Science. 
2021;1-20. 

46. Hamed ZA, Ahmed IM, Ameen SY. 
"Protecting Windows OS Against Local 
Threats Without Using Antivirus," relation. 
2020;29:64-70. 

47. Mohammed K, Ameen S. "Performance 
investigation of distributed orthogonal 
space-time block coding based on relay 
selection in wireless cooperative systems; 
2019. 

48. Sadeeq MA, Zeebaree S. "Energy 
management for internet of things via 
distributed systems," Journal of Applied 
Science and Technology Trends. 
2021;2:59-71. 

49. Zeebaree S, Zebari I. "Multilevel 
Client/Server Peer-to-Peer Video 
Broadcasting System," International 
Journal of Scientific & Engineering 
Research. 2014;5. 

50. Fawzi LM, Alqarawi SM, Ameen SY, 
Dawood SA. "Two Levels Alert Verification 
Technique for Smart Oil Pipeline 
Surveillance System (SOPSS)," 

International Journal of Computing and 
Digital Systems. 2019;8:115-124. 

51. Maulud DH, Zeebaree SR, Jacksi K, 
Sadeeq MAM, Sharif KH. "State of art for 
semantic analysis of natural language 
processing," Qubahan Academic Journal. 
2021;1:21-28. 

52. Al-Sultan MR, Ameen SY, Abduallah WM. 
"Real Time Implementation of Stegofirewall 
System," International Journal of 
Computing and Digital Systems. 
2019;8:498-504. 

53. Al Janaby AO, Al-Omary A, Ameen SY, Al-
Rizzo HM. "Tracking High-Speed Users 
Using SNR-CQI Mapping in LTE-A 
Networks," in 2018 International 
Conference on Innovation and Intelligence 
for Informatics, Computing, and 
Technologies (3ICT). 2018;1-7. 

54. Sadeeq MM, Abdulkareem NM, Zeebaree 
SR, Ahmed DM, Sami AS, Zebari RR. "IoT 
and Cloud computing issues, challenges 
and opportunities: A review," Qubahan 
Academic Journal. 2021;1:1-7. 

55. Othman A, Ameen SY, Al-Rizzo H. 
"Dynamic Switching of Scheduling 
Algorithm for," International Journal of 
Computing and Network Technology. 
2018;6. 

56. Alzakholi O, Shukur H, Zebari R, Abas S, 
Sadeeq M. "Comparison among cloud 
technologies and cloud performance," 
Journal of Applied Science and 
Technology Trends. 2020;40-47. 

57. Ameen SY, Ali ALSH. "A Comparative 
Study for New Aspects to Quantum Key 
Distribution," Journal of Engineering and 
Sustainable Development. 2018;11:45-57. 

58. Shukur H, Zeebaree SR, Ahmed AJ, 
Zebari RR, Ahmed O, Tahir BSA, et al., "A 
State of Art Survey for Concurrent 
Computation and Clustering of Parallel 
Computing for Distributed Systems," 
Journal of Applied Science and 
Technology Trends. 2020;1:148-154. 

59. Fawzi LM, Ameen SY, Alqaraawi SM, 
Dawwd SA, "Embedded real-time video 
surveillance system based on multi-sensor 
and visual tracking," Appl. Math. Infor. Sci. 
2018;12:345-359.  

60. Zebari SR, Yaseen NO. "Effects of Parallel 
Processing Implementation on Balanced 
Load-Division Depending on Distributed 
Memory Systems," J. Univ. Anbar Pure 
Sci. 2011;5;50-56. 

61. Jacksi K, Ibrahim RK, Zeebaree SR, 
Zebari RR, Sadeeq MA. "Clustering 



 
 
 
 

Ismael et al.; AJRCOS, 10(2): 33-49, 2021; Article no.AJRCOS.70310 
 
 

 
47 

 

Documents based on Semantic Similarity 
using HAC and K-Mean Algorithms," in 
2020 International Conference on 
Advanced Science and Engineering 
(ICOASE). 2020;205-210. 

62. Ali ZA, Ameen SY. "Detection and 
Prevention Cyber-Attacks for Smart 
Buildings via Private Cloud Environment," 
International Journal of Computing and 
Network Technology. 2018;6:27-33. 

63. Sadeeq MA, Abdulazeez AM. "Neural 
networks architectures design, and 
applications: A review," in 2020 
International Conference on Advanced 
Science and Engineering (ICOASE). 
2020;199-204. 

64. Mohammed BA, Ameen SY. "A 
Comparison of Adaptive Equalization 
Techniques for MIMO-OFDM System; 
2020. 

65. Ageed ZS, Ibrahim RK, Sadeeq MA. 
"Unified Ontology Implementation of Cloud 
Computing for Distributed Systems," 
Current Journal of Applied Science and 
Technology. 2020;82-97. 

66. Fawzi LM, Ameen SY, Dawwd SA, 
Alqaraawi SM. "Comparative Study of Ad-
hoc Routing Protocol for Oil and Gas 
Pipelines Surveillance Systems," 
International Journal of Computing and 
Network Technology. 2016;4. 

67. Sulaiman MA, Sadeeq M, Abdulraheem 
AS, Abdulla AI. "Analyzation Study for 
Gamification Examination Fields," Technol. 
Rep. Kansai Univ. 2020;62:2319-2328. 

68. Sadeeq M, Abdulla AI, Abdulraheem AS, 
Ageed ZS. "Impact of Electronic 
Commerce on Enterprise Business," 
Technol. Rep. Kansai Univ. 2020;62:2365-
2378. 

69. Ageed Z, Mahmood MR, Sadeeq M, 
Abdulrazzaq MB, Dino H. "Cloud 
computing resources impacts on heavy-
load parallel processing approaches," 
IOSR Journal of Computer Engineering 
(IOSR-JCE). 2020;22:30-41. 

70. Amanuel SVA, Ameen SYA. "Device-to-
device communication for 5G security: A 
Review," Journal of Information 
Technology and Informatics. 2021;1:26-31. 

71. Abdullah DM, Ameen SY. "Enhanced 
Mobile Broadband (EMBB): A review," 
Journal of Information Technology and 
Informatics. 2021;1:13-19. 

72. Khalid LF, Ameen SY. "Secure Iot 
integration in daily lives: A review," Journal 

of Information Technology and Informatics. 
2021;1:6-12. 

73. Sharif KH, Ameen SY. "A Review of 
Security Awareness Approaches With 
Special Emphasis on Gamification," in 
2020 International Conference on 
Advanced Science and Engineering 
(ICOASE). 2020;151-156. 

74. Abdulla AI, Abdulraheem AS, Salih AA, 
Sadeeq MA, Ahmed AJ, Ferzor BM, et al. 
"Internet of Things and Smart Home 
Security," Technol. Rep. Kansai Univ. 
2020;62:2465-2476. 

75. Abbasi IA, Shahid Khan A. "A Review of 
Vehicle to Vehicle Communication 
Protocols for VANETs in the Urban 
Environment.," Future Internet. 2018;10. 

76. Abdulraheem AS, Salih AA, Abdulla AI, 
Sadeeq MA, Salim NO, Abdullah H, et al. 
"Home automation system based on IoT; 
2020. 

77. Salih AA, Zeebaree SR, Abdulraheem AS, 
Zebari RR, Sadeeq MA, Ahmed OM. 
"Evolution of Mobile Wireless 
Communication to 5G Revolution," 
Technology Reports of Kansai University. 
2020;62:2139-2151. 

78. Saha D, Wararkar P, Patil S. 
"Comprehensive study and overview of 
vehicular ad-hoc networks (vanets) in 
current scenario with respect to realistic 
vehicular environment," Int J Comput Appl. 
2019;975:8887. 

79. Liu J, Wan J, Wang Q, Deng P, Zhou K, 
Qiao Y.  "A survey on position-based 
routing for vehicular ad hoc networks," 
Telecommunication Systems. 2016;62:15-
30. 

80. Yun-Wei Lin, Yuh-Shyan Chen, Sing-Ling 
Lee. Routing Protocols in Vehicular Ad 
Hoc Networks: A Survey and Future 
Perspectives. Journal of Information 
Science and Engineering. 2010;26:913-
932. 

81. Raju AS, Udayashankara V. "A Survey on 
Unimodal, Multimodal Biometrics and Its 
Fusion Techniques," International Journal 
of Engineering and Technology(UAE). 
2018;7:689-695. 

82. Meng W, Wong D, Furnell S, Zhou J. 
"Surveying the Development of Biometric 
User Authentication on Mobile Phones," 
IEEE Communications Surveys &amp 
Tutorials. 2015;17: 1268-1293. 

83. Ageed ZS, Zeebaree SR, Sadeeq MM, 
Kak SF, Rashid ZN, Salih AA. et al., "A 
survey of data mining implementation in 



 
 
 
 

Ismael et al.; AJRCOS, 10(2): 33-49, 2021; Article no.AJRCOS.70310 
 
 

 
48 

 

smart city applications," Qubahan 
Academic Journal. 2021;1:91-99.  

84. Majd B, Kallel I, Sellami D. "Probability-
Possibility Theories Based Iris Biometric 
Recognition System," Electronic Letters on 
Computer Vision and Image Analysis. 
2019;18:20-37. 

85. Ammour B, Boubchir L, Bouden T, 
Ramdani M. "Face–Iris Multimodal 
Biometric Identification System. 2020;9. 

86. Ageed ZS, Zeebaree SR, Sadeeq MA, 
Abdulrazzaq MB, Salim BW, Salih AA, et 
al. "A state of art survey for intelligent 
energy monitoring systems," Asian Journal 
of Research in Computer Science. 
2021;46-61. 

87. Abdulkareem H. "Fingerprint Identification 
System Using Neural Networks," Nahrain 
University, College of Engineering Jou rnal 
(NUCEJ). 2012;15:234. 

88. Yahia HS, Zeebaree SR, Sadeeq MA, 
Salim NO, Kak SF, Adel AZ, et al., 
"Comprehensive survey for cloud 
computing based nature-inspired 
algorithms optimization scheduling," Asian 
Journal of Research in Computer Science. 
2021;1-16. 

89. Abdulqadir HR, Zeebaree SR, Shukur HM, 
Sadeeq MM, Salim BW, Salih AA, et al. "A 
study of moving from cloud computing to 
fog computing," Qubahan Academic 
Journal. 2021;1:60-70. 

90. Ye Q, Zhuang W. "Token-Based Adaptive 
MAC for a Two-Hop Internet-of-Things 
Enabled MANET," IEEE Internet of Things 
Journal. 2017;4:1739–1753. 

91. Peng H, Le Liang, Shen X, Li GY.  
"Vehicular Communications: A Network 
Layer Perspective.," IEEE Transactions on 
Vehicular Technology. 2019;68:1064–
1078. 

92. Li F, Wang Y, "Routing in vehicular ad hoc 
networks: A survey," IEEE Vehicular 
Technology Magazine. 2007;2:12-22. 

93. Azees M, Vijayakumar P, Deborah LJ. 
"Comprehensive survey on security 
services in vehicular ad-hoc networks.," 
IET Intelligent Transport Systems. 
2016;10:379–388. 

94. Xu L, Wang LY, Yin G, Zhang H. 
"Communication Information Structures 
and Contents for Enhanced Safety of 
Highway Vehicle Platoons," IEEE 
Transactions on Vehicular Technology. 
2014;63:4206–4220. 

95. Jiang D, Taliwal V, Meier A, Holfelder W, 
Herrtwich R. "Design of 5.9 ghz dsrc-based 

vehicular safety communication," IEEE 
Wireless Communications. 2006;13:36-43. 

96. Wu X, Subramanian S, Guha R, White RG, 
Li J, Lu KW. Bucceri A, Zhang T. 
"Vehicular Communications Using DSRC: 
Challenges, Enhancements, and 
Evolution," IEEE Journal on Selected 
Areas in Communications. 2013; 3:399–
408. 

97. Lee KC, Lee U, Gerla M. "Survey of 
Routing Protocols in Vehicular Ad Hoc 
Networks [Chapter]. Advances in Vehicular 
Ad-Hoc Networks: Developments and 
Challenges," IGI Global; 2010. 

98. Benrhaiem W, Hafid A, Sahu PK. "Reliable 
Emergency Message Dissemination 
Scheme for Urban Vehicular Networks," 
IEEE Transactions on Intelligent 
Transportation Systems. 2020;21:1154–
1166. 

99. Xu Q, Mak T, Ko J, Sengupta R. "Vehicle-
to-vehicle safety messaging in DSRC," in 
Proceedings of the 1st ACM international 
workshop on Vehicular ad hoc networks, 
2004;19-28. 

100. Katsaros K, Dianati M. "A Conceptual 5G 
Vehicular Networking Architecture," W. 
Xiang, K. Zheng, & X. Shen (Eds.), 5G 
Mobile Communications -Springer 
International Publishing. 2017;595–623. 

101. E. 663, "Intelligent Transport Systems 
(ITS)European profile standard for the 
physicaland medium access control layer 
of Intelligent Transport Systems operationg 
in the 5GHzfrequency band," European 
standard, ETSI; 2009. 

102. IEEE, "Guide for Wireless Access in 
Vehicular Environments (WAVE) - 
Architecture.IEEEStd " IEEE. 2014;1–78. 

103. Hameed Mir Z, Filali F, "LTE and IEEE 
802. for vehicular networking: A 
performance evaluation,". EURASIP 
Journal on Wireless Communications and 
Networking. 2014;1:11. 

104. Zhu K, Niyato D, Wang P. Hossain E, Kim 
DI. "Mobility and handoff management in 
vehicular networks: A survey," Wireless 
Communications and Mobile Computing. 
2011;11:459–476. 

105. Shea C, Hassanabadi B, Valaee S. 
Mobility-Based Clustering in VANETs 
Using Affinity Propagation-GLOBECOM 
2009. Presented at the IEEE Global 
Telecommunications Conference, 
Honolulu, HI, USA; 2009. 

106. Abbas F, Fan P.  "Clustering-based 
reliable low-latency routing scheme using 



 
 
 
 

Ismael et al.; AJRCOS, 10(2): 33-49, 2021; Article no.AJRCOS.70310 
 
 

 
49 

 

ACO method for vehicular networks," 
Vehicular Communications. 2018;12:66-
74. 

107. James F. Kurose, Keith W. Ross. 
Computer Networking: A Top-Down 

Approach. 5 ed ed., USA: Addison Wesley, 
2009. 

108. Tanenbaum S. "Computer Networks, 
Indianapolis," Indiana: Prentice Hall PTR; 
2002. 

_________________________________________________________________________________ 
© 2021 Ismael et al.; This is an Open Access article distributed under the terms of the Creative Commons Attribution License 
(http://creativecommons.org/licenses/by/4.0), which permits unrestricted use, distribution, and reproduction in any medium, 
provided the original work is properly cited. 
 
 
 

 

 

Peer-review history: 
The peer review history for this paper can be accessed here: 

http://www.sdiarticle4.com/review-history/70310 


